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Synopsis IP-based Home Monitoring: Security 
This report provides an 
overview of the 
emergence of IP-based 
home security 
solutions. It analyzes 
the evolution taking 
place in the 
professional security 
monitoring market and 
offers insight on the 
impact of new 
monitoring systems on 
the traditional security 
business model. The 
report profiles key 
participants developing 
products and services 
and the channels being 
utilized, supported 
with market forecasts 
and recommendations.  
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"Security companies and service providers understand that widespread 
availability of broadband Internet connectivity is disrupting their traditional 
business model," said Bill Ablondi, director, home systems research, Parks 
Associates. “We believe Internet-connected security systems will expand the 
residential security market by providing additional capabilities and benefits to 
a broader range of consumers than those who are typical subscribers.” 
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